RSX-11M/M-PLUS

MCR Operations Manual

Order No. AA-FD10A-TC







RSX-11M/M-PLUS
MCR Operations Manual

Order No. AA-FD10A-TC

RSX-11M Version 4.2
RSX-11M-PLUS Version 3.0

digital equipment corporation - maynard, rhassochusetts

T T

T




First Printing, June 1979
Revised, November 1981
Updated, April 1983
Revised, July 1985

The information in this document is subject to change without notice
and should not be construed as a commitment by Digital Equipment
Corporation. Digital Equipment Corporation assumes no responsibility
for any errors that may appear in this document.

The software described in this document is furnished under a 1license
and may be used or copied only in accordance with the terms of such
license.

No responsibility is assumed for the use or reliability of software on

equipment that is not supplied by Digital Equipment Corporation or its
affiliated companies.

Copyright (c) 1979, 1981, 1983, 1985 by Digital Equipment Corporation
All Rights Reserved.

Printed in U.S.A.

The postpaid READER'S COMMENTS form on the last page of this document
requests the user's critical evaluation to assist in preparing future
documentation.

The following are trademarks of Digital Equipment Corporation:

DEC DIBOL RSTS
DEC/CMS EduSystem RSX
DEC/MMS IAS UNIBUS
DECnet MASSBUS VAX
DECsystem-10 MICRO/PDP-11 VMS
DECSYSTEM-20 Micro/RSX

VT
DECwr i ter DT alilgliltiall

ZK2640

HOW TO ORDER ADDITIONAL DOCUMENTATION

In Continental USA and Puerto Rico call 800-258-1710 DIRECT MAIL ORDERS (CANADA)
In New Hampshire, Alaska, and Hawaii call 603-884-6660 Digital Equipment of Canada Ltd.
100 Herzberg Road
In Canada call 613-234-7726 (Ottawa-Hull) Kanata, Ontario K2K 2A6
800-267-6215 (all other Canadian) Attn: Direct Order Desk

DIRECT MAIL ORDERS (USA & PUERTO RICO)* DIRECT MAIL ORDERS (INTERNATIONAL)

Digital Equipment Corporation Digital Equipment Corporation

P.O. Box CS2008 PSG Business Manager

Nashua, New Hampshire 03061 c/o Digital's local subsidiary or

approved distributor

*Any prepaid order from Puerto Rico must be placed
with the local Digital subsidiary (809-754-7575)

Internal orders should be placed through the Software Distribution Center (SDC), Digital Equipment
Corporation, Northboro, Massachusetts 01532

L

1T




CONTENTS

Preface
Summary of Technical Changes

CHAPTER INTRODUCTION TO MCR

1 MCR COMMAND LINES .
1.1 The MCR Prompt . .
1.2 Keywords . . . . .
1.3 Comments . . . .
2 THE MCR INTERFACE .
3 MCR COMMAND SUMMARY

CHAPTER

N

SYSTEM CONVENTIONS

FILES-11 . . . . . .
File Ownership and
File Protection .

FILE SPECIFICATIONS

e o o

. .
N

1

2 Wildcards . . . .
3 File Specification
4
5

St EBPREREWWWWWWNDNNDMNDNNNDREREEF

DEVICES . . .« « .« .

Pseudo Devices . .
The Null Device .

U W

Public, Private,
TERMINALS . . . . .
Input Prompts . .

e o o o
e o o

U W=

Terminal Privilege

Slave Terminals .
TASKS ¢ ¢ ¢ o o o« &
Partitions . . . .

.1 Partition Types
.2 Subpartitions .
Multiprogramming .
Creating a Task .

uuUuIdWNDHEE

Installing a Task

NNDNODNOMNDNNMDNNDDNNNONDNNDNDDNNNONNNDNDDNNODNNNNDNDDNDNDDNDNDDNDNDNDNODN

e o e o o o o o o o

NONPRIVILEGED USE OF

CHAPTER 3 MCR COMMANDS

ABORT (NP,P) « . .

ACTIVE (NP) « e e e
ALLOCATE (NP,P) .« .

iii

Logical Unit Number

Task-Naming Convention

.1 Install-Run-Remove Task

e e e e e e
Directories
e e o s e e

Defaults .

S

. . . . . .
. . . . .

.
.
.
.
.

¢ o o o o o

s

e © o & o e o & o e o

ACNT . .

. . . . . .

ANCILLARY CONTROL DRIVER (P,NP)
ALLOCATE CHECKPOINT SPACE (P) .

. . . . . .

.

User Identification Codes (UICs)

Attached and Unattached Termlnals

e o o o o o o o o

e o o o o o

Conventional and Default File Types
Examples of File Specifications

Logical Device Names and Logical Na
and Unowned Device

Special Character Keys and Control

e ° o e o o o o o

e o o o o o

o o o 0o N o MM H e o o o o

0

=3

e o o o DV e e o MNe o o o o o s o o

e o o o o e o o o

]

e o

® o o o o o o o

e o o o De s s o o
Q

e o o o o o o

e o o o (Fe o o o o o o o o o o o o
(0]

He o o o o o o o o o o o o

Page

ix

F NN DD N
I

HHe= I
COoOVWONNOAPWNH

NN

2-10

w w(»
I

= Hrdl
oV i O W

T

1




3.18
3.19
3.20
3.21
3.22
3.23
3.24
3.25
3.26
3.27
3.28
3.29
3.30
3.31
3.32
3.33
3.34
3.35
3.36
3.37
3.38
3.39
3.40
3.41
3.42
3.43
3.44
3.45
3.46
3.47
3.48
3.49
3.50
3.51
3.52

APPENDIX A

TABLES

CONTENTS

ALTER (P) « « o o o o &
ASSIGN (NP,P) .« « « . .
ACTIVE TASK LIST (NP) .
BLOCK (NP,P) v &« « « + .
BOOT (P) + « o o o o o &

BROADCAST (NP,P) . . . .
BYE (NP) . ¢« ¢ o « o o &
CANCEL (NP,P) . . .« « &
COMMON BLOCK DIRECTORY (NP)

BREAKPOINT TO EXECUTIVE DEB

COMMAND LINE INTERPRETER (P,N

CLOCK QUEUE (NP) . . . .

DIGITAL COMMAND LANGUAGE (NP)

DEALLOCATE (NP,P) o o
DEBUG (NP,P) . . . .
DEVICES (NP,P) . . .
DEFINE LOGICALS . .
DISMOUNT (NP,P) .« .
FIX-IN-MEMORY (P) .
GROUP GLOBAL EVENT F
HELLO OR LOGIN (NP)

HELP (NP) . . . . .
HOME (NP,P) . . . .
INITVOLUME (NP) . .

9]
Tle o o o o

LA

INSTALL (P) . . .
LOAD (P) « « « « .
LOGICAL UNIT NUMBERS
MOUNT (NP,P) . . . .
OPENREGISTER (P) . .
PARTITION DEFINITIONS (
REASSIGN (P) « . . .
REDIRECT (P) .
REMOVE (P) . .
RESUME (NP,P)
RUN (NP,P) . .
SAVE (P) . . . .
SET (NP,P) v « « « « .
SYSTEM SERVICE MESSAGE
SWITCH REGISTER (P) . .
TASKLIST - ATL FORMAT (NP)
TASKLIST (NP) .+ o o o o
TIME (NP,P) v « o« o + &
USER FILE DIRECTORY (NP, P)
UNBLOCK (NP,P) . . .
UNFIX (P) o « « o &
UNLOAD (P) « « « . .
UNSTOP (NP,P) . . .

NP)

(

P

e o o o
¢ o o o o
* o o o o
e o o o o

~ 0 o o o o o o Zie o e ¢ o o o

p

)
)

.
. .
. .
. .

MCR AND TKTN MESSAGES

Pseudo Devices « « « ¢ o .

Special Character Keys and

Valid Bootable Devices . .

SET Keywords . . . « « «
iv

e o o o e & o~ o o s o o
z

G

o o o Cle o o o o

)

o FJe o o o DNe o o o o
—

e o o o Ze o o o o
@

e o o o o s o o o e s e o o

-
e ¢ o o o o

e o o © o o 6 o e e e o o o o

® o & o o ° o e o e o e o o o ° o e o o o o s e o o o Mge o e e o

e o ¢ 9® 82 o 8 e o e e 6 s o s S s ° 2 s s & s o o o o
@ o & © o & o o & 6 & o s e s ° o e e e o & o o o o o

e 6 o o o & o o o e o o

Control

=

e o o o o o o o o o o s o 0o Oe o & o o

[e]
o o le o o o o
C

® e o & © o 6 6 & o e o & o o o s @
® o ® o o o ® e o o e o o e o o ° o o o

e o o e ® o o e s o o o
® o o o o e s o o o o o

@ e e & s e e 6 e S e 6 e & e 5 & 5 6 ° s 6 o O o o+ 2 * o & s 0 s O+ e s s o s s+ e e o s o

® e o o o o o o o o 8 * & 2 e e o & s & o o o o s o »
® o o © o e o ° o e o o e o & o o e o o s o 8 o s o o
e © o ® 8 o o e e o & © o e o © o o e o s © o ° o o o
@ & o © o o e e o & o e 8 O e o o o o e o s o o o o o
e o o & e 9 e o e o o e @& & o © o o & o o o 2 s o o o

Characters

e ® o & 6 © 6 © e ° & ® & © o ° ° e & 8 6 O o 0o o e & ° o 2 o ° * 5 e o s o e s o o e s o

2-10
2-15
3-35
3-199

T

T




PREFACE .

MANUAL OBJECTIVES

The RSX-11M/M-PLUS MCR Operations Manual provides you with the
information you need to operate and control RSX-11M/M-PLUS systems.
The Monitor Console Routine (MCR) serves as a terminal interface
between you and your RSX-11M/M-PLUS operating system. This manual
describes the basic concepts of MCR operation and shows you how to use
MCR commands.

This manual identifies two basic types of wusers:. privileged and
nonprivileged.. MCR provides privileged users with functions that
control and modify system operation and permit program development and
system maintenance. MCR provides nonprivileged users with functions
that permit program development and private device and terminal
maintenance.

INTENDED AUDIENCE

The RSX-11M/M-PLUS MCR Operations Manual does not attempt to train
users. The manual assumes that the reader is familiar with both
real-time and batch computer operating procedures. It also assumes
that the reader has experience working with computer terminals and
other hardware devices.

A user is broadly defined as anyone who interfaces directly with
RSX-11M/M-PLUS to perform a task. This broad definition is assumed
because of the many and varied settings to which RSX-11M/M-PLUS
operating systems are applied.

RSX-11S is a compatible subset system of RSX-11M/M-PLUS. Thus, this
manual can also be used as a reference document for RSX-11S.

STRUCTURE OF THIS MANUAL

" Chapter 1 describes MCR and provides a summary of MCR commands.

Chapter 2 discusses basic concepts of the RSX-11M/M-PLUS file system
(Files-11 file structure), and describes system conventions such as
device and task naming conventions.

Chapter 3 provides a detailed description of each MCR command. _ The
command descriptions are alphabetized according to the abbreviated
forms of the command names.

Appendix A lists messages that are common to MCR commands, and
messages from the Task Termination Notification Program (TKTN). The
messages are listed in alphabetical order. Messages that are
command-specific are described in the individual command descriptions.




PREFACE

ASSOCIATED MANUALS

Although the RSX-11M/M-PLUS MCR Operations Manual is primarily
self-contained, the reader should be familiar with system generation
options and features in order to fully understand this manual. For
detailed descriptions of system generation, refer to the RSX-11M
System Generation and Installation Guide or the RSX-11M-PLUS System
Generation and Installation Guide.

CONVENTIONS USED IN THIS MANUAL

This manual observes the following conventions:

Convention Meaning
(%) A 1- to 3-character key symbol indicating that you
press the corresponding key on the terminal. For
. example, RET indicates the RETURN key and ESC

indicates the ESCAPE key.

A symbol indicating that you are to perform a
control key sequence; that 1is, you press the key
labeled CTRL while you press another key
simultaneously. For example, (RS means that you
hold down the CTRL key while you press the C key.
The system displays control key sequences in the
following manner:. °“C or "“Z. Therefore, examples of
terminal display in this manual show control key
sequences as they are displayed on the terminal
screen.

[ 1] Square brackets usually indicate optional entries in
a command . line or file specification. When you
enter an option, you do not include the brackets.

Square brackets are also part of the User
Identification Code and User File Directory syntax
(for example, [group,member] or [named]). When you
use a UIC or a UFD (in a file specification, for
example), you must include the brackets.

{ } Braces indicate a choice of required entries for a
command. line. You can use any of the entries
enclosed in the braces, but you must specify one of
them.

SET Uppercase letters and words indicate that you should

enter the letter or word exactly as shown.

file name Lowercase letters and words indicate that you are to
substitute a word or value.

(base) The base of a number 1is indicated in parentheses
after the number. For example: 77777 (octal), or
255 (decimal) .

red ink Red ink in examples indicates input that you type at
the terminal.

Shaded text indicates that the documentation
pertains to one operating system only.
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PREFACE

Convention Meaning

Pink shading indicates that the text pertains to
RSX-11M operating systems only.

| Gray shading indicates that the text pertains to
“ RSX-11M-PLUS operating systems only.

s

blv= ink Blue ink in text 1indicates information that
: pertains only to RSX-11M-PLUS multiprocessor
systems.

vii
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Summary of Technical Changes

This revision of the RSX-11M/M-PLUS MCR Operations Manual contains
changes and additions made in Version 4.2 of the RSX-11M operating
system, and Version 3.0 of the RSX-11M-PLUS operating system.

This summary has the following sections:
® New operating system features
e New or modified MCR commands

@ New or modified MCR command keywords

NEW OPERATING‘SYSTEM FEATURES
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Summary of Technical Changes

Network Command Terminal (NCT)

If support for NCT was selected for your system during system
generation, you can establish a remote connection from your
terminal to other systems in a network.

Terminal characteristics

You can use the SET command with a variety of new keywords
control many of the characteristics of your terminal.

NEW OR MODIFIED MCR COMMANDS

" NEW OR MODIFIED MCR COMMAND KEYWORDS

to
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SET

SET

Summary of Technical Changes

The MOUNT command has the following modified keywords:

/FPRO

/PRO

Specifies default file protection codes for
files created on Files-11 magnetic tapes or

disks. Formerly, this keyword applied only to -

disks.

Specifies the default volume protection for
Files-11 magnetic tape or disk  volumes.
Formerly, this keyword applied only to
Files~11 disk volumes.

The SET command has the following modified keyword:

/BUF

Sets the default buffer size of a specified

device. The minimum default buffer size for
devices other than terminals is now
l4(decimal) characters. Formerly, the minimum
size was one character. The minimum buffer

size for terminals remains 16 (decimal)
characters.

The SET command also has the following new keywords:

/[NOJ]ANSI

/[NoJavo

/[NO]BLKMOD

Informs the system whether a terminal supports
ANSI standardized escape sequences.

Enables or disables the advanced video option
for a terminal.

Enables or disables local editing and
block-mode transmission for a terminal.

s *@ i ‘m - %@‘@W’ o
. o ﬁ@ %ﬁ%@%@ %@ " é; .
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Summary of Technical Changes

/[NOIDEC Indicates whether the specified terminal is
upwardly compatible with VT100-series
terminals.

i

% . L .

/[NOJEDIT Indicates whether a terminal can perform
ANSI-defined advanced editing functions.

/HOST Sets a specified node as a host system.
Executes only on systems that selected Network
+ Command Terminal support during system

generation.

/[NOJHSYNC Enables or disables synchronization between a
host system and a terminal. Enabling host
synchronization prevents the typeahead buffer
from overflowing.

/INQUIRE Inquires what type a terminal is and then sets
. the standard terminal attributes for that
type.

-

o
o

L

RIT Enables or disables parity generation and
checking for a terminal.

/[NOJPASTHRU Enables or disables the passing through of
special characters. Enabling pass-through
causes the system to ignore the standard
functions of special characters. Instead, the

system passes special characters through to a
program in their binary form.

Informs the system whether a terminal has a
printer port.

/[NOIREGIS Indicates whether a terminal supports the
ReGIS graphics character set.

/[NO]SOFT Indicates whether a terminal supports
software-defined character sets.

/[NOJTTSYNC Enables or disables terminal synchronization
for a terminal. Enabling terminal

synchronization allows control characters to
stop and start output to your video screen.

xii
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Summary of Technical Changes
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CHAPTER 1

INTRODUCTION TO MCR

The Monitor Console Routine (MCR) serves as an interface between you
and the RSX-11M/M-PLUS system. This chapter introduces you to MCR and
provides a summary of the MCR commands.

Before trying to use MCR commands, be sure that your terminal is set
to MCR. You can verify this by pressing CTRL/C. If your terminal is
set to MCR, it will display the explicit MCR prompt (MCR>) when you
press CTRL/C. Section 1.1.1 describes the explicit MCR prompt. If
you want MCR to be the default command 1line interpreter for your
terminal, have your system manager set this up for you in your account
file.

1.1 MCR COMMAND LINES

To issue an MCR command, type a command line in response to a default
prompt (>) or the explicit MCR prompt (MCR>). A command line consists
of three components: a command name, command parameters, and a line
terminator.

It is not necessary to type the entire command name when you issue a
command . MCR wuses only the first three letters of command names,
except for the HELP command, which must be entered in full. You
follow the command name with command parameters and a line terminator
(the RETURN key).

For example, you can type the CANCEL command as follows:

>CAN taskname

The variable taskname is a parameter for the CANCEL command. RET)
signifies the RETURN key, which 1is a line terminator. As in this
example, you often type only the first three letters of a command
name. However, some commands have 3-letter acronyms as command names.
For example, the names for the ASSIGN and USER FILE DIRECTORY commands
are ASN and UFD, respectively.

With most MCR commands, you can specify the full form of the command
name, but this is unnecessary because MCR only uses the required first
three letters. However, if you want to make the intent of the command
clear to someone  else, you can type the full command name. For
example:

>CANCEL taskname

TT




INTRODUCTION TO MCR

A space or a tab signals the end of the command name; therefore, no
spaces or tabs are allowed within the command name itself. For

example: (

>OPENREGISTER address
is permissible, while

>OPEN REGISTER address
is not.

Typically, a command parameter is a task name, the name of a file, or
a device specification. A parameter can be modified by a keyword (see
Section 1.1.2).

You press the RETURN key, the ALT key, or the ESC key to terminate a
command line. MCR returns the default prompt after processing a
command line that is terminated by the RETURN key. MCR suppresses the
default prompt after processing a command line terminated by the ESC
key, except when the ESC key has special significance as a terminator

(as with the RUN and OPENREGISTER commands, for example). MCR then (

accepts subsequent unsolicited input even though the default prompt
does not appear.

When MCR parses a command line, it normally compresses any multiple
spaces and tabs, and treats character strings Dbeginning with a
semicolon (;) or an exclamation mark (!) as comments (see Section
1.1.3).

When you use quotation marks ("") in the command -~ 1ine, however, MCR
parses the portion within the quotes exactly as you typed it. No

compression occurs. This allows you to use special nonalphanumeric <:

characters in your command line as well as American National Standard
(ANSI) X.327-1978 file specifications, which permit embedded spaces.

If you use only one quotation mark in the command line, MCR assumes an
ANSI file specification and does not compress the line past the
quotation mark. (See Section 6.2 of the RSX-11M/M-PLUS and Micro/RSX
I/0 Operations Reference Manual for more information on support for

quotation marks.)

T T
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INTRODUCTION TO MCR

1.1.1 The MCR Prompt

MCR uses three kinds of prompts to indicate that a terminal is waiting
for your input: the default prompt, task prompts, and the explicit
MCR prompt. The default prompt and task prompts are described more
fully in Chapter 2.

A terminal sends MCR any input that you type 1in response to the
explicit MCR prompt (MCR>). For example:

MCR>command-input

You invoke the explicit MCR prompt by pressing the CTRL key and the C
key simultaneously (this is written as CTRL/C).

However, in special cases, pressing CTRL/C will not invoke the MCR
prompt. The second item in the following list describes one such
case. Also, the description of CTRL/C in Table 2-2 describes two
other situations in which CTRL/C does not invoke the explicit MCR
prompt .

The following list explains various ways that you can invoke the
explicit MCR prompt:

1. When a terminal is displaying the default prompt (>), there
is no guarantee that input typed in response to this prompt
will be directed to MCR because another task may have
attached to the terminal. To ensure that MCR does receive
the input, press CTRL/C to invoke the MCR prompt. After MCR
processes the command line, the terminal will again display
the default prompt.

2. When a terminal is displaying a task prompt (tsk>), you can
invoke MCR by pressing CTRL/C. After (or while) MCR
processes the command line, the terminal will display the
original task prompt.

If you requested MCR to display information (with the TIME
command, for example) and it is not displayed before the task
prompt appears, press the RETURN key. This will display the
information and then the original task prompt. Also press
the RETURN key if you would 1like to know whether MCR
processed the command 1line or if it returned an error
message.

NOTE

If an attached task specifies an asynchronous
system trap (AST) upon receiving unsolicited
input, CTRL/C causes an AST to occur, and
therefore, pressing CTRL/C gains the task's
attention rather than MCR's. Consequently,
the MCR prompt does not appear.

3. When any terminal is receiving output from a task, you can
interrupt the output by pressing CTRL/C. At the completion
of the current 1I/0 operation, the terminal displays the
explicit MCR prompt. After MCR processes the command line
directed to it, the system resumes the interrupted output.

THETH
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INTRODUCTION TO MCR

In all three cases, if the command line invokes a task, the task will
issue its own prompt. You can respond to this prompt with another
CTRL/C, which invokes the MCR prompt. You can then request another
task that issues its own prompt and so on. (Note that because CTRL/C
does not abort the task that was active when you typed the CTRL/C, it
is possible to have several tasks active at your terminal
concurrently.)

1.1.2 Keywords

Some of the MCR commands use keywords that affect a command parameter.
Keywords are similar in function to switches (see Section 2.2). A
keyword consists of a slash (/) followed by the keyword. A keyword
may be followed by an optional equal sign (=) and value. For example:

/kxeyword[=value]

A keyword modifies the action of a command. You can apply a keyword
directly to the command or to a command parameter, depending on the
command. If the keyword follows the command name, it modifies the
action of the command. If the Xkeyword follows a parameter, it
modifies the action of the parameter.

For example, the INSTALL command requires a filename parameter that
specifies the task to be installed. You can append keywords to this
file name. One such keyword, /TASK, specifies the name under which
the task is to be installed. For example: »

INS BOB.TSK/TASK=AMBER

This command installs the task image file BOB.TSK with the name AMBER.
When you want to use the task, you invoke it with the name AMBER.

If you want to specify multiple keywords with a command, you can enter
the keywords in any order. Also, because keywords are
command-specific, the keywords for each command are defined in each
command description (see Chapter 3).

1.1.3 Comments

MCR treats a line of text as a comment if the first character in the
line is a semicolon (;). In addition, you can delimit comments within
a command line Dby using an exclamation point (!). The first
exclamation point starts the comment and the second point or line
terminator ends the comment. MCR ignores all text Dbetween the two
exclamation points. For example:

>; THIS LINE IS A COMMENT
>TAL !THIS IS A COMMENT STRING! RMDEMO

Comments are especially useful to clarify commands in indirect command
files. '

If a semicolon or exclamation point is part of a command 1line, you
must place these characters within quotation marks (see Section 1.1).

T
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INTRODUCTION TO MCR

1.2 THE MCR INTERFACE

MCR parses your typed input to determine what the command 1line 1is
requesting and then responds accordingly. To service a request, MCR
either uses an MCR overlay or activates an independent task.

The required three letters of the command name are the most
significant part of a command 1line. MCR uses the command name to
determine the necessary overlay or task. The following procedures
detail how MCR activates the appropriate overlay or task to service
each command:

1. MCR searches a table containing names of commands that MCR
services. If the table contains a command that matches the
one you have typed, MCR either 1loads the corresponding
overlay or starts the secondary task (...MCR), which invokes
the correct overlay. Then the overlay processes the command
line. (On single-user RSX-11M systems, all commands are
serviced by MCR..., which is the primary MCR task.There is no
secondary MCR task.)

2. If the table does not contain a matching command, MCR
prefixes three dots (...) to the command name and searches
the System Task Directory (STD) for a task by that name (that
is, ...tsk). MCR returns an error 1if the STD does not
contain the specified task.

1.3 MCR COMMAND SUMMARY

The MCR ccmmands described in Chapter 3 are listed here by category.
This command summary provides a compact overview of the facilities
available at your terminal. Commands followed by (NP) are available

to all users. Commands followed by (P) are available only to
privileged users. Commands followed by (NP,P) are nonprivileged
commands with privileged options. Commands followed by (P,NP) are

privileged commands with nonprivileged options.




Initialization Commands

i

ASN (NP,P)

BOOT (P)

INTRODUCTION TO MCR

Allocates or discontinues the use of a
checkpoint file on disk.

Defines or deletes a logical device
assignment. Displays current assignments on
your terminal.

Bootstraps a new system into memory and
transfers control to it.

G

DMOUNT (NP,P)

FLAGS (NP,P)

HOME (NP,P)

INITVOLUME (NP)

INSTALL (P)

LOAD (P)

MOUNT (NP,P)

REDIRECT (P)

SET (NP,P)

TIME (NP,P)

UFD (NP,P)

Dismounts a volume by marking the volume for
dismount and releasing its control blocks
(complement of MOUNT).

Creates, displays, or eliminates group global
event flags.

Alters the values contained in various fields
of the home block of a Files-11 disk volume.

Initializes a disk, DECtape, or magnetic tape
to produce a Files-11 volume.

Installs a task in the system.

L.oads a nonresident device driver into
memory.

Mounts a volume by creating its control
blocks and making the volume accessible to
the file system.

Redirects all I/0 requests from one physical
device to another.

Alters or displays system, device, or task
characteristics.

Enters the time and date into the system.
Displays the time and date on your terminal.

Creates a User File Directory (UFD) in a
Master File Directory (MFD) on a Files-11
volume.

A
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Informational Commands

Task

ACT (NP)

ATL (NP)

CLQUEUE (NP)

DEVICES (NP)

LUNS (NP)

PARTITIONS (NP)

TAL (NP)

TASKLIST (NP)

Control Commands
ABORT (NP,P)
ALTER (P)

BLOCK (NP,P)

CANCEL (NP,P)

FIX (P)

REASSIGN (P)

REMOVE (P)

RESUME (NP,P)

RUN (NP,P)

INTRODUCTION TO MCR

Displays on your terminal the names of active
tasks that were requested from that terminal.

Displays on your terminal the names and
status information for active tasks.

Displays on your terminal information about
tasks in the clock queue.

Displays on your terminal information about
peripheral devices recognized by the system.

Displays on your terminal the list of static
logical wunit number (LUN) assignments for a
specific task.

Displays on your terminal a description of
each partition in memory.

Displays on your terminal the names and
status of all tasks in the system or the name
and status of a specific task.

Displays on your terminal a description of
each installed task. ,

Terminates execution of a running task.
Alters the priority of a task.
Blocks a task.

Cancels time-based initiation requests for a
task (no effect on current execution).

Fixes a task in a partition in memory (the
task becomes memory-resident).

Changes logical unit number (LUN) assignments
for a task.

Removes a task from the system (complement of
INSTALL) .

Resumes execution of a task that had
suspended itself.

Initiates the execution of a task. The task
may run immediately, after a time delay, or
in synchronization with the system clock.
Periodic rescheduling is optional.

TITTT
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UNBLK (NP,P)
UNFIX (P)
UNLOAD (P)

UNSTOP (NP,P)

INTRODUCTION TO MCR
Unblocks a previously blocked task
(complement of BLOCK).

Makes a membry—resident task nonresident
(complement of FIX).

Removes a loadable device driver from memory
(complement of LOAD).

Resumes execution of a task that has been
stopped internally by the Executive.

System Maintenance Commands

BRK (P)

OPEN (P)

SAVE (P)

SsSM (P)

SWR (P)

Passes control 'to the Executive Debugging
Tool (XDT). Valid only for systems that have
generated XDT support.

Displays on the entering terminal the
contents of a memory location for examination
or modification.

Copies the current system image into the
system image file from which the system was
booted.

Inserts text into the error log file.
RSX-11M~-PLUS multiprocessing systems only.

Displays the current value of, or sets or
clears a bit in the switch register.

Multiuser Protection Commands

ALLOCATE (NP,P)

BRO (NP,P)

BYE (NP)
DEALLOCATE (NP,P)
HELLO or
LOGIN (NP)
HELP (NP)
Command Line Interpreter

cLr (p,NP)

DCL (NP)

Allocates a device to a user (reserves the
device as the user's private device).

Broadcasts a message to a terminal or
terminals.

Logs out of the system.

Deallocates a private (allocated) device
(complement of ALLOCATE).

Logs in on the system.

Displays the contents of a help file.
Commands

Allows usage of a command line interpreter
(CLI) other than MCR.

Permits a DIGITAL Command Language (DCL)
command to be issued from a terminal set to
MCR.

Tt
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CHAPTER 2

SYSTEM CONVENTIONS

This chapter discusses system conventions including basic concepts of
the RSX-11M/M-PLUS Files-11 file system and those aspects of file
handling that directly relate to user functions. Additionally, this
chapter discusses devices, terminals, and tasks. The last section of
this chapter briefly describes the Account File Maintenance Program
(AcNT) .

2.1 FILES-11
RSX-11M/M-PLUS includes a volume-structure system called Files-1l1l to
oversee the storage and handling of files. In RSX-11M/M-PLUS, a file
is an owner-named area on a volume, and a volume is a medium such as a
disk, a DECtape, or a magnetic tape. Two RSX-11M/M-PLUS utilities and
three MCR commands help you to prepare volumes for use with Files-11:

® Disk Volume Formatter Utility (FMT)

e Bad Block Locator Utility (BAD)

e INITIALIZE VOLUME (INI)

e MOUNT (MOU)

® USER FILE DIRECTORY (UFD)

The utilities are described in the RSX-11M/M-PLUS Utilities Manual.
The commands are described in Chapter 3 of this manual.

Files-11 supports three types of specially formatted volumes: disks,
DECtapes, and magnetic tapes. (Files-11 magnetic tapes conform to the
American National Standard X3.27-1978.)

For a volume to become a Files-11 volume, you must initialize it with
the INI command. A volume that has not been initialized by INI is a
"foreign" volume. Foreign volumes are treated differently by RSX-11M
and RSX-11M-PLUS systems.
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A system utility, the File Transfer Utility Program (FLX), allows you
to access foreign volumes in DIGITAL's DOS-11 or RT-11 format. FLX
translates files on such volumes into Files-11 format. 1In most cases,
a DECtape will have a foreign format and, therefore, requires the use
of the FLX utility. See the RSX-11M/M-PLUS Utilities Manual for a
full description of FLX.

Before Files-l1ll can access a file, the volume that contains the file
must Dbe known to the system. You make a Files-11 volume known to the
system by issuing the MOUNT command for the device on which the volume
is loaded. :

2.1.1 File Ownership and Directories

When you create a file, the system places the file name in a User File
Directory (UFD) and stores your current User Identification Code (UIC:
see Section 2.2.1) in the file header to indicate that you are the
owner of the file. 1In most cases, the UFD corresponds to your UIC,
but a file can be listed in a UFD that is not related to your UIC. It
is also possible for your file to be listed simultaneously in more
than one UFD. (The files will have different file IDs.)

Each user has a default UFD corresponding to his or her UIC. The UFD
is on a default system device (SY:), which is specified by the system
manager when the user's account is created.

A UFD is itself a file, which you must explicitly create by means of
the MCR UFD command (see Chapter 3). You specify a UFD in the format
[g,m] where g and m are octal numbers between 1 and 377 (0 is
reserved) . These numbers represent the file owner's group and member
numbers, respectively. The actual name of the UFD is a concatenation
of the group and member numbers, terminated by .DIR. For example, the
name of the directory that corresponds to the UFD [203,65] is
203065.DIR. (Note that leading zeros are added to the UFD so that g
and m are each three digits long.)

All UFDs on a volume are listed in the volume's Master File Directory
(MFD), which corresponds to UFD [0,0] and is therefore named
000000.DIR. The directories (the UFDs and the MFD) list the names of
files and contain pointers to each file's header. The file header
contains information about the file's owner and the physical location
of the file segments; the header occupies one or more blocks of the
volume's index file ([0,0]INDEXF.SYS). ‘

To delete a UFD, you can use the Peripheral Interchange Prograﬁ (PIP)
to first delete all of the files contained in the UFD (thereby freeing
the space for future use) by typing:
PIP>[g,m]*.*; */DE @D
After you delete all the files, use PIP to delete the UFD by typing:
PIP>[0,0]gggmmm.DIR; * /DE

The variable gggmmm is the concatenation of the group and member
number components of the appropriate UFD.

Refer to the RSX-11M/M-PLUS Utilities Manual for a detailed
description of PIP.

T
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2.1.2 File Protection

To access a file, you must know the UFD in which it is located.
However, knowing the location of a file does not guarantee access to
it. You must also satisfy the conditions that are specified in a
protection mask associated with the file you wish to access. The
volume that contains the file must be mounted before the file system
can access the file.

Every file has a protection mask that describes the types of access
allowed to each of four user classes. RSX-11M/M-PLUS systems allow
the following four types of access:

Read The user, or the user's task, may read, copy, print, or
type the file, and, if it is a task, run it.

Write The user, or the user's task, may add, delete, or modify
' data in the file by writing to space already allocated
to the file.

Extend The user, or the user's task, may change the amount of
disk space allocated to the file.

Delete The user, or the user's task, may delete the file.
Users are categorized by UIC into the following four classes:

System The operating system itself and privileged users (those
having group numbers of 10(octal) or less).

Owner The user having the same UIC as the one the file was
created under.

Group All users having the same group number as the one the
file was created under.

World All users.

A file owner assigns access rights by one of the following means:

INI Allows you to specify a default file protection code for
all files subsequently created on the initialized
volume.

\ UFD Establishes access rights to a UFD file only. A user

often allows read access to a UFD but denies write,
extend, or delete access to the files listed within it.

MOUNT Allows you, while mounting a volume, to specify the
default file protection to be assigned to files created
on the volume. This protection overrides the protection
established with the INI command.

SET Allows you, when you use the /DPRO keyword, to specify a
default protection code for all files that you
subsequently create under your UIC.

PIP Has an option that enables you to alter access rights to
your files. :

To gain access to a file, a user must satisfy the protection mask of
both the file to be accessed and the UFD in which the file is listed.
For example, to write to an existing file, you need at 1least read
access to the UFD and write access to the file. To create a new file,
you need both write and extend access to the UFD.

T T
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2.2 FILE SPECIFICATIONS

MCR uses a standard format for specifying files in a command 1line.
The format 1is a string that consists of one or more input and output
file specifications, as follows:

File specification>output outfilel...,outfilen=infilel...,infilen

The variable outfile is an output file specification and infile is an
input file specification. The ellipsis mark (...) indicates that you
may include any number of file specifications in the string. The
number of file specifications is determined by the receiving command
or task. The command line (the line of file specifications plus the
task or command name) cannot exceed 80 characters. (Oon half-duplex
terminals, the command line cannot exceed the maximum buffer size set
for your terminal.)

Some commands and tasks may not require the outfile portion. When it
is omitted, you might also be able to omit the equal sign (=).

The individual file specifications (whether input or output) have the
following format:

ddnn:[g,m]filename.type;version/switchl.../switchn
ddnn:

Specifies the physical or logical device unit on which the volume
containing the file resides. The device unit is expressed as: a
2-character alphabetic device name; an optional 1-, 2-, or
3-digit octal unit number; and a colon (for example, TT104: or
LPl:). If you do not specify a unit number, the default number
is 0. The default device is your system device (SY:).

[g,m] (or [directory])

Specifies the directory in which the file is located. The
variables g and m are octal numbers between 1 and 377 that
represent the file owner's group and member numbers,
respectively.

Square brackets are a mandatory part of the directory syntax;
thus, they are required for all directories.

filename

Specifies the name of the file, an alphanumeric string from O to
9 characters long (there are exceptions to this, depending on the

T
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particular program on which you are working). A period always
separates the file name from the file type. You must specify the
file name. No default is applied. ;

If you want to include special characters in the file name (for
example, semicolons [;], or exclamation marks [!]), place
quotation marks ("") around the name. ' That way, MCR will parse
the name exactly as you typed it. ANSI file names for use with
files on ANSI magnetic tapes can contain special characters that
are unacceptable in normal Files-11 file names. Therefore, you
use quotation marks to enclose ANSI filenames that include

special characters. If you use only one double quotation mark
("), MCR assumes that the rest of the line is an ANSI magnetic
tape file name and parses the name as such. (See Section 1.1 for

more information on using quotation marks.)

Consists of an alphanumeric mnemonic from 1 to 3 characters 1long
that identifies the nature of the file's contents (the file type
can also be null). For example, .FTN indicates that the file
contains a FORTRAN source program and .OBJ indicates that the
contents are object (compiled) code. If you do not specify a
file type, MCR may assign a default file type. Some conventional
and default RSX-11M/M-PLUS file types are listed in Section
2.2.4. A semicolon (;) always separates the file type from the

. version number.

version

The numbers e special significance: -1 implies the
lowest existing version of a file and O implies the highest
existing version. If you omit the version number when you enter
a file specification, the default version is the version with the
highest version number.

/switch (or /keyword)

Consists of an ASCII name that identifies a task or command
option. Options generally modify the task's function in some way
or provide information that the task needs in order to respond
correctly to the command line.

1
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The switch can be in one of three forms:
/sw Sets the switch action
/-sw Negates the switch action
/NOsw Negates the switch action

The number of values permitted and the interpretation of a switch
depend on the task to which the switch is directed.

You can also modify switches with arguments. These arguments may
be ASCII strings, octal numbers, or decimal numbers. The
following rules apply:
® Numbers terminated by a decimal point (.) are decimal.
® Numbers preceded by a pound sign (#) are octal.
e Whether the default for a numeric value is octal or decimal
depends on the command or task to which the switch is

directed and on the switch itself.

® You can precede any numeric value by a plus (+) or minus
(=) sign; plus is the default.

® A plus or minus sign, if present, must precede the pound
sign (#) of an explicit octal number (for example, -#323).

2.2.1 User Identification Codes (UICs)

On multiuser protection systems, a terminal has two UICs: a
protection UIC and a default UIC. The system checks the protection
UIC against a file's protection mask to determine a user's access
rights to the file. The default UIC determines the UFD of the file to
be accessed whenever you omit the UIC field in the file specification.
(See Section 2.1.1 for more information on UFDs.)

How the system sets these two UICs depends on the privilege status of
the user logged in at the terminal. When a nonprivileged user logs
in, the terminal assumes the user's login UIC as its protection UIC.
The login UIC also becomes the initial default UIC for the terminal.
You can issue the SET /UIC command to alter the default UIC, but the
protection (login) UIC remains unchanged.

When a privileged user logs in, the terminal also assumes the 1login
UIC as the protection and default UICs. However, when you issue the
SET /UIC command, the system alters both of these UICs instead of just
the default UIC. Because the protection UIC is also changed, the
system no longer knows your login UIC. (This does not apply to
RSX-11M-PLUS systems on which Resource Accounting is active because
the accounting system keeps a record of every user's login UIC.)

2-6
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2.2.2 Wildcards

A wildcard character is an asterisk (*) or a percent sign (%) that you
can use 1in the place of all or part of a file specification in a
command line. A wildcard causes the system to ignore the contents of
the wild field and to select all the files that satisfy the remaining
explicitly specified fields.

Asterisk wildcards (*) can be wused in any part of the file
specification except the device-unit field, which must be explicitly
supplied or defaulted to SY: (see Section 2.2.3). The following
examples illustrate the advantage of using the asterisk wildcard:

PIP>PROG.MAC;1l, PROG.OBJ;1,PROG.TSK;1/DE @D

This command line deletes the three individual files specified. (The
/DE switch instructs PIP to delete the files.) Since the three files
have the same file name and version number, but different types, the
following command line would delete the same files:

PIP>PROG.*;1/DE G

This command line also deletes any other files (on the default device
in the default UFD) named PROG with a version number of 1. You should
check existing files before using wildcards (for example, by issuing
the command line PIP>PROG.*;1/LI).

2.2.3 File Specification Defaults

You can omit any field in a command line file specification except the
file name (the BOOT command, which is described in Chapter 3, is the
only exception to this rule). When you omit one or more fields in a
file specification, the system assumes the following defaults:

Field Default

ddnn: The pseudo device unit SY:. There are two exceptions
to this default:

1. The BOOT command defaults to device LB:.

2. The specification of a dollar sign ($) in the
INSTALL and RUN command lines defaults to
device LB: (see Chapter 3).

[g,m] The default directory (see Section 2.2.1) specified
for each terminal in one of the following ways:

1. At system generation (see the RSX-11M or
RSX-11M-PLUS System Generation and
Installation Guide)

2. By means of the SET command (see Chapter 3)
3. By means of the HELLO command (see Chapter 3)
filename No default (except for the BOOT command). A file

specification must include either a file name or a
wildcard in the filename field (see Section 2.2.2).

11
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Field Default

type A 1- to 3-character alphanumeric mnemonic; one of the
file types listed in Section 2.2.4; or null. Default
types depend on the task to which the specification
is directed and whether the specification refers to
an input or an output file. For example, the FORTRAN
compiler defaults the type of an input file to .FTN
and the type of an output file to .OBJ.

version For input files, the highest ‘existing version number.

For output files, the highest existing version number
plus 1.

/switch Switch defaults are established by individual tasks
and commands.

2.2.4 Conventional and Default File Types

RSX-11M/M-PLUS has a set of conventional and default file types used

to reflect the contents of a file. (The defaults used by
DIGITAL-supplied software are described in the manuals that pertain to
the individual programs.) Although you can assign your own

3-character file types, it is convenient to use the following types:

Type File Contents

BAS BASIC-11 language source program (default)

BAT Batch file (default)

B2S BASIC-PLUS-2 source program (default)

CBL COBOL language source program (default)

CLB Indirect command file library (default)

CMD MCR or task commands (an indirect command file;
default)

COR SLP correction file (convention; must be specified)

DAT Data (as opposed to a program; convention; must be
specified)

DIR Directory (for example, a User File Directory;
default)

FTN FORTRAN 1V, FORTRAN IV-PLUS, and FORTRAN-77 language
source program (default)

LOG Log of batch processing session (default)

VLST Listing file (default)

MAC MACRO-11 source program (default)

MAP Task Builder memory allocation map (default)

MLB Macro library (default)

T
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Type File Contents

OBJ Object program (output from the MACRO-11 Assembler or
a compiler; default)

ODL Task Builder overlay description (default)

OLB Object module library (default)

PAT Correction file used by assembler to create a patched

object module (convention; must be specified)

POB Patched object module input file used by the PAT
utility (convention; must be specified)

SML System macro library (default)

STB Symbol table (default)

sYs Bootable system image (default)

TMP Temporary file (convention; must be specified)

TSK Task image (default)

TXT Text file (convention; must be specified)

ULB Universal library file (default)

2.2.5 Examples of File Specifications

In the following examples, the three letters that identify the task,
followed by a right-angle bracket, are the standard task prompts for
the respective system programs (for example, PIP>).

Assemble the MACRO-11l source file CRGPT.MAC and create the
object output file CRGPT.OBJ. UFD [200,200] on device DMO:
is specified for both files.

MAC>DMO:[200, 200 JCRGPT .OBJ=DMO: [ 200, 200 JCRGPT .MAC
Delete the file SBG.OBJ;5. The output file specification is
not applicable and therefore 1is omitted. The input device
defaults to SY:.

PIP>[200,200]SBG.OBJ;5/DE
Task build the object file CRGPT.OBJ. (.0BJ is the default
file type for object files.) The output file will be named
CRGPT.TSK because .TSK is the default file type for the Task
Builder's output file. The device and UFD are also defaulted.

TKB>CRGPT=CRGPT
Delete all files with the name TESTDAT, regardless of type or
version. The system uses default values for the device and
UFD.

PIP>TESTDAT.*; */DE @D

TT
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2.3 DEVICES

A primary function of the operating system is to manage all connected
peripheral devices and thereby maintain efficient system performance.
Peripheral devices are the actual hardware elements that make up the
computer system. During system generation, the system manager
explicitly describes all peripheral devices attached to the system.
Devices within multiuser protection systems are subject to a special
set of MCR functions (see Section 2.3.5).

Each device has a unique identifier. The identifier consists of two
alphabetic characters that form a logical device name (see Section
2.3.4) and an optional unit number of up to three octal digits
followed by a colon (:). If you omit the optional octal unit number,
the system defaults to unit number O.

See the RSX-11M System Generation and Installation Guide or the
RSX-11M-PLUS System Generation and Installation Guide for a list of
the peripheral devices supported by the respective operating system.

2.3.1 Logical Unit Numbers

A task performs I/O operations using logical units identified by
numbers, called 1logical wunit numbers (LUNs), rather than wusing
specific device units. You assign a LUN to a specific device before
the task actively uses the LUN. You can make the LUN assignment at
one of three times:

1. At task-build time

2. From within the task at run time using the ALUN$ Executive
directive

3. With the REASSIGN command after the task has been installed
and while it is dormant

Refer to the RSX-11M/M-PLUS I/0 Drivers Reference Manual or the
appropriate language user's guide for more information about logical
unit numbers.

2.3.2 Pseudo Devices

A pseudo device is a device unit name that usually corresponds to a
real physical device. This association 1is declared through the
commands ASSIGN and REDIRECT. Pseudo devices provide a shorthand
method for referencing the physical devices (for example, the pseudo
device name SY: refers to the user's system device). Table 2-1 lists
some of the RSX-11M/M-PLUS pseudo devices.

Table 2-1
Pseudo Devices
Pseudo Device Name
Console listing device CL:
Console output device CO:

(Continued on next page)
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Table 2-1 (Cont.)
Pseudo Devices

Pseudo Device Name
System library device LB:
Terminal input/output device TI:
User's system device SY:
Spooling device (RSX-11M-PLUS. only) SP:

In a given task, LUN 1 may be assigned to CL:, the console 1listing
device. When the task references LUN 1, the data is sent to whatever
device CL: has been redirected to. You can redirect CL: to any
appropriate device (a line printer or a terminal, for example) without
affecting the task's execution.

A pseudo device redirected to a terminal assumes the privilege status

of the terminal to which it 1is redirected. If the terminal is
privileged, CL: becomes privileged when it 1is redirected to that
terminal. But if CL: 1is subsequently redirected to a nonprivileged

terminal, it will also become nonprivileged.

The normal procedure is to redirect the console output device (CO:) to
the main operator's terminal and CL: to the line printer. The system
automatically redirects TI:, the most commonly used ' pseudo device,
depending on how a task has been activated:

® When you issue the RUN command to activate a task immediately,
the system redirects the TI: for that task to your terminal.

e If, in a task, the Executive directives RQST$ or SPWNS$S
activate another task, that task's TI: defaults to the TI:
of the task that issued the directive. A privileged task can
specify an alternate TI: for the activated task.

e If the Executive enters a task into ‘the clock queue for
activation after a specified interval, the task's TI:
defaults to CO:. (Both the RUN command and the Executive
directive RUN§$ allow a task to be activated at a specified
interval from the time the command or directive was issued.)

2.3.3 The Null Device

Program testing often requires an available input or output device.
The null device (NL:) can be used for either of these purposes. NL:
is neither a pseudo nor a physical device, but, most of the time, it
is considered to be a pseudo device.

When a task reads from NL:, NL: returns the code for end-of-file
(IE.EOF). When a task writes to NL:, NL: returns the code for
success (IS.SUC) but discards the output. As an example, if you are
testing a program that normally generates large amounts of printout,
you can assign the appropriate LUN to NL: rather than wasting paper
or disk space.
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2.3.4 Logical Device Names and Logical Names

Logical device names provide another means by which tasks can maintain
device independence. A logical device name has the same syntax as a
physical device unit. This syntax consists of a 2-letter ASCII name,
and an optional unit number of one or two octal digits followed by a
colon (:). The name can either be equivalent to a standard
RSX-11M/M-PLUS device name (for example, DM:) or it can consist of two
letters picked at random (for example, ZZ:). Before you run a task
that refers to a 1logical device rather than a physical device, you
must issue the ASSIGN command to associate the logical device name the
task uses with a physical device unit (see Chapter 3).

~

NOTE

The names II:, and RD: are used by DIGITAL software.
Using these names as logical device names could
produce undesirable results.

In addition to logical device assignments, RSX-11M-PLUS operating
systems that select extended 1logical name support during system
generation can create and delete logical name assignments. You can
assign logical names to file specifications and to other logical
names.. You can have as many as ten levels of 1logical assignments.
The ASSIGN and DEFINE LOGICALS command descriptions in Chapter 3
provide detailed explanations of logical name assignments.

The term "logical assignments" can apply to either logical device or
logical name assignments. There are five types of logical assignments
on RSX-11M/M-PLUS operating systems: task assignments, global
assignments, group assignments, local assignments, and login
assignments.

® Task assignments apply to an individual task and are deleted
when the task has completed executing.

® Local assignments apply only to tasks initiated from the
terminal wused to make the assignments. Any terminal can
define or delete its own set of local assignments.

® Login assignments apply only to systems that support multiuser
protection. When a user issues the HELLO (or LOGIN) command
to log in to the system, the system automatically establishes
one or more login logical device assignments. The login
assignments apply only to tasks initiated from the terminal
while the current user is logged in. Only privileged users
can define or delete login assignments.

® Group assignments apply to tasks run by users who have a
common group humber in their User Identification Code (UIC).

® Global assignments apply to all tasks running in the system.

The system uses logical assignments in the following order: task,
local, login, group, and global. If you make a local assignment using
a logical name that is already used in a login assignment, the system
uses the local assignment. When you delete the local assignment, the
system resumes using the login assignment. '
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Also, the Executive sets up a logical device table that records all
logical device assignments and notes whether each assignment is local,
login, group, or global. The Executive then searches the 1logical
device table before the physical device table every time a task refers
to a device. Thus, a logical name found in the logical device table
receives precedence over a physical device unit that has the same
identifier.

2.3.5 Public, Private, and Unowned Devices

Systems” that support multiuser protection impose special
characteristics on devices. Devices can be public, private, or
unowned. These characteristics are defined as follows:

® A public device is a device that anyone logged into the system
can use. A privileged user can make a device public by
issuing the SET /PUB command. If a privileged user mounts a
volume on a public device, all system users can access files
on the volume without having to mount the volume themselves
(depending on the volume and file protection specified for the
volume). A public device cannot be allocated and can only be
dismounted by a privileged user with the DISMOUNT /DEV

command. (See Chapter 3 for descriptions of the MOUNT,

DISMOUNT, and SET commands.)

® A private device is a device that a user has allocated by
means of the ALLOCATE command. Only privileged users and the
owner of a private device can access the device for use within
the Files-11 file system. If a nonprivileged user allocates a
device and mounts a volume on the device, other nonprivileged
users cannot access the volume; privileged users can access
the volume by issuing a MOUNT command.

® An unowned device is a device that is neither public nor
private. If a user, either privileged or nonprivileged,
mounts a volume on an unowned device, all other users can
issue subsequent MOUNT commands and thus access the volume.

Nonprivileged users can allocate and mount a volume on an unowned

device, and privileged users can also make an unowned device public.

A privileged user can designate any device in the system as a public
device. The devices most commonly made public are the system disk (by
default) and the system library device.

The ALLOCATE command (see Chapter 3) makes an unowned device private
to the user issuing the command. Allocating a device prevents any
other nonprivileged user from accessing the device. (Privileged users
can override a nonprivileged allocation.) When a user accesses a

device without allocating it, other wusers can then access and/orl

allocate that device.

The DEALLOCATE command (see Chapter 3) changes a private device back
to an unowned device, thereby allowing other users to gain access to
it. Privileged users can deallocate any private device regardless of
who owns it. Nonprivileged users can deallocate only their own
private devices. When a user logs out, the system .automatically
dismounts and deallocates any private devices belonging to that user.
For efficient use of system resources, however, users should
deallocate devices as soon as the devices are no longer needed.
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2.4 TERMINALS

The terminal is the primary means of communication between the user
and the computer system. Each terminal in a system has a number
associated with it, which is displayed when you log in. You can also
refer to any terminal that you use as TI:, and you can work from more
than one terminal at the same time.

In RSX-11M/M-PLUS, several terminals can operate concurrently. Each
terminal operates independently of others in the system so that each
can run tasks at the same time. For example, the PIP utility and the
MACRO-11 Assembler can .run concurrently from different terminals.
(The same task can also run concurrently from different terminals,

although each copy of the task running will have its own identifier.
See Section 2.5.4 for more information.)

2.4.1 Input Prompts

When you use MCR, there are three prompts that indicate a terminal is
waiting for input from you:

® The default prompt (>)
e The task prompt (tsk>)
® The MCR prompt (MCR>)

The default prompt (>) at the beginning of a new line indicates that

the terminal 1is ready to accept unsolicited input. The term
unsolicited implies that no specific task has requested input from the
terminal. Whatever you type 1in response to the default prompt is

directed to MCR. (An abnormal situation can occur, however, if a task
either solicits input or attaches to the terminal without displaying a
task prompt. A soliciting or attached task might receive input that
you intended for MCR. See Section 2.4.4 for information on attached
terminals.) When MCR receives unsolicited input, it identifies,
analyzes, and responds appropriately to the input.

When MCR activates a task to service a  command, the task normally
prompts as follows:

tsk>

The variable tsk is a 3-character task name. (All DIGITAL system
tasks identify themselves by a 3-character prompt and user tasks
should do the same.) '

As long as a prompting task has attached to a terminal, the task
receives all solicited input entered at the terminal until the task
detaches (see Section 2.4.4). The terminal discards all unsolicited
input. An unattached task, however, may not receive solicited input
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because another task could solicit input from the terminal before you
can type a response to the prompt for the unattached task. The
intervening task would then receive the input intended for . the
unattached task. To avoid this situation, every task that solicits
input from a terminal should perform the following sequential
procedure: '

1. Attach to the terminal
2. Prompt with a properly formatted identifier (that is, tsk>)
3. Solicit input (issue a read request)

The MCR prompt (MCR>) is described in Section 1.1.1.

2.4.2 Special Character Keys and Control Characters

You can request the system to control terminal operation by means of
special character keys and control characters. The relevant special
character keys are TAB, ESC (or ALT), RETURN, and DELETE (or RUBOUT).
A control character is produced when you press the CTRL key and
simultaneously press a letter key.

When you press CTRL/R, CTRL/U, or CTRL/Z, the Executive and the
terminal driver display "R, “U, or “Z at the issuing terminal and
perform the related function. When you press CTRL/C, the explicit MCR
prompt (MCR>) 1is displayed. (If the terminal is set to recognize
commands from DCL or a user-written command line interpreter, pressing
CTRL/C would display that prompt instead.) For the other control
characters, the Executive does not return a display.

Table 2-2 lists all the special character keys and control characters,
and describes the function. of each.

Table 2-2
Special Character Keys and Control Characters
Character Description
RETURN The RETURN key terminates a line of input and advances
the cursor or print head to the beginning of the next
line.
ESC The ESC (escape) Xkey terminates a line of input

without moving the cursor or print head. When used to
terminate an MCR command, it suppresses the default
MCR prompt.- See the descriptions of the OPEN and RUN
commands (in Chapter 3), which have special uses for
the ESC key.

If the appropriate optional facility was selected for
your system during system generation, the ESC key can
be the first character in an escape sequence. For
more information about escape sequences, refer to the
RSX-11M/M-PLUS I/0 Drivers Reference Manual or the
description of the SET /ESCSEQ command in Chapter 3 of
this manual.

(Continued on next page)
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Table 2-2 (Cont.)

Special Character Keys and Control Characters

Character

Description

DELETE

CTRL/C

The DELETE key deletes the last character typed at the
terminal as well as additional contiguous characters
if the Xey 1is pressed repeatedly. Oon non-CRT
terminals, the first DELETE deletes a character and
prints a backslash (\) and and the deleted character.
Subsequent deletions cause the system to print the
deleted characters. Then, when you enter the first
non-DELETE character, the system prints a terminating
backslash and follows it with that non-DELETE
character.

For example:

-——-first DELETE

| ~~-second DELETE

| |---—third DELETE

{‘I: T—-—first non-DELETE
MISTKAE\EAK\AKE

‘The result is MISTAKE.

On a CRT terminal that supports backspacing (a system
generation option in RSX-11M; always included in
RSX-11M-PLUS) and has been declared to be a CRT
terminal by the SET /CRT=ttnn: command, the DELETE
key moves the printing position one space to the left
and erases any character displayed in that position.

For example, to correct the word MISTKAE, press the
DELETE key three times to erase E, A and K. The
result is MIST. Then type AKE to get MISTAKE.

Note that when DELETE deletes a character in the last
character position on the right of the screen, the
last character appears to remain and the next-to-last
character disappears. However, the system has in fact
deleted the 1last character. You can refresh the
screen and verify your correction by pressing CTRL/R.

Pressing CTRL/C either as the first character in a
line or when the terminal is sending data causes MCR
to prompt for command input with the explicit prompt

MCR>. If the terminal 1is set to a command line
interpreter (CLI) other than MCR, pressing CTRL/C
displays the explicit prompt for the CLI. (Two

special effects of CTRL/C are described in the
following text.)

If a task is prompting for- - input when you press
CTRL/C, MCR displays its explicit prompt, then returns
control to the interrupted task after receiving a

single 1line of input. (An exception occurs when an
attached task specifies an asynchronous system trap
(AST) for unrequested characters. In this case,

CTRL/C causes an AST to occur, thereby gaining the
task's attention rather than MCR's.)

(Continued on next page)
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Table 2-2 (Cont.)

Special Character Keys and Control Characters

Character

Description

Special effects:

CTRL/I
(or
TAB)

CTRL/K

CTRL/L

 CTRL/O

e If the last character entered at the terminal was
CTRL/S, CTRL/C resumes the output that was
suspended by CTRL/S.

e If a terminal has been set to "hold screen" mode
by the SET /HOLD command, CTRL/C has the effect of
a SET /NOHOLD command; that 1is, CTRL/C disables
hold screen mode. (The hold screen feature is, in
some cases, a system generation option in RSX-11M
but is always included in RSX-11M-PLUS.)

See Section 1l.1.1 for more information on using
CTRL/C.

Pressing CTRL/I (or TAB) moves the cursor or print
head to the next horizontal tab stop on the line. The
system establishes tab stops at every eighth character
position in the line (8, 16, 24, and so on).

Pressing CTRL/K causes a vertical tab by directing the
system to output four line feeds (four blank lines).

Pressing CTRL/L causes a form feed (but the system
does not perform paging). A form feed consists of
eight line feeds, so CTRL/L appears on the terminal as
eight blank lines.

. Pressing CTRL/O alternately suppresses and resumes the

display of output at your terminal. It allows you to
skip over any unwanted output and then continue the
display at a later point.

When you press the first CTRL/O,the system discards
the output it is sending to your terminal rather than
displaying it. (The system can send the output much
faster when it does not have to display it.) When you
press the second CTRL/O, the system resumes displaying
the output at the point it has reached in sending it
(not from the point where you pressed the first
CTRL/0O) . If you do not press another CTRL/O, the
system continues displaying the output until it
reaches the end of the file.

Pressing CTRL/O may cause different system actions
depending on the state of your terminal when you press
it. If the terminal is attached to a task other than
MCR, pressing CTRL/O suppresses the display of the
task's output until you press another CTRL/O to resume
the display (as described previously). However, if
the terminal is not attached to another task, CTRL/O
suppresses only the remainder of the line currently
being displayed. Subsequent lines of output will
still be displayed.

(Continued on next page)
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Table 2-2 (Cont.)

Special Character Keys and Control Characters

Character

Description

CTRL/Q

CTRL/R

CTRL/S

CTRL/U

CTRL/X

CTRL/Z

Pressing CTRL/Q ' after a CTRL/S resumes output
suspended by CTRL/S. (This feature 1is a system
generation option in RSX-11M but is always included in
RSX-11M-PLUS.)

Pressing CTRL/R before pressing a 1line terminator
(RETURN, ALT or ESC) causes the system to retype the
current line on a new line, omitting any deleted
characters. You can then continue typing the
remainder of the line.

For example:

MISTKAE\EAK\AKE "R
MISTAKE

If the current line is empty and you issue CTRL/R from
the explicit MCR prompt (MCR>), CTRL/R directs the
system to perform a carriage return and line feed.
CTRL/R is echoed as “R. (This feature is a system
generation option in RSX-11lM but is always included in
RSX-11M-PLUS.)

Pressing CTRL/S while the terminal is receiving output
suspends additional output until you press CTRL/Q or
CTRL/C. The suspended output is merely delayed, not
discarded as with CTRL/O. The combined functions of
CTRL/Q and CTRL/S are convenient when using a CRT
terminal. (This feature is a system generation option
in RSX-11M but is always included in RSX-11M-PLUS.)

Pressing CTRL/U before typing a line terminator
(RETURN, ALT or ESC) deletes the current line. The
system responds with a carriage return and 1line feed
and displays a new prompt so that the line can be
retyped.

The system also displays a CTRL/U when you begin to
type a command line but do not press the RETURN key
before the timeout count expires. (The timeout count
is specified at system generation time.) Again, a new
prompt is displayed.

CTRL/U is echoed as “U. (This control character works
only with the full-duplex terminal driver.)

Pressing CTRL/X clears the terminal typeahead buffer.
The typeahead buffer ' temporarily stores 1input
characters until the terminal driver can pass them to
the task. When the typeahead buffer is full, input
characters are not accepted. Pressing CTRL/X clears
the Dbuffer. CTRL/X is echoed as "“X. (This control
character works only with the full-duplex terminal
driver.)

Pressing CTRL/Z indicates end-of-file. It is used to
indicate to system tasks such as MAC, PIP, and TKB
that you are finished and the task may exit. CTRL/Z
is echoed as “Z.

17T
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2.4.3 Terminal Privilege

You can issue privileged commands only from a privileged terminal. On
multiuser protection systems, individual users are either privileged
or nonprivileged. When you 1log in, the terminal assumes your
privilege status. On other systems, a terminal's privilege status is
determined initially at system generation. You can also use the SET
/I[NOJPRIV command (see Chapter 3) at a privileged terminal to modify
the privilege status of your own and any other terminal connected to
the system. )

CAUTION

You must take great care when any
terminal is privileged. Privileged
commands can disrupt or severely impair
system operation.

2.4.4 Attached and Unattached Terminals

A terminal is attached when all input and output are directed to or
from a task other than MCR. For example, when you invoke a task (such
as the text editor EDT), the task usually attaches to the terminal so
that no other task can use the terminal for I/O. When you wish to
exit (by pressing CTRL/Z, for example), the task is detached from the
terminal and subsequent input is usually directed to MCR.

Since an attached terminal directs all input to the dedicated task,
you must either exit from the task or press CTRL/C to gain MCR's
attention before attempting to communicate with MCR. (See Section
1.1.1 for a description of CTRL/C as a means of temporarily gaining
MCR's attention.) S

See the RSX-11M/M-PLUS I/0 Drivers Reference Manual for more
information on terminals and terminal drivers.

2.4.5 Slave Terminals

You can dedicate a terminal exclusively +to one or more tasks by
issuing a SET command option that sets the terminal to slave status.
(A special I/O function issued by a task can also set a terminal to
slave status.) The difference between a slave terminal and an attached
terminal is that a slave terminal rejects all wunsolicited input,
including CTRL/C (however, a slave terminal does accept CTRL/O,
CTRL/Q, and CTRL/S). Attached terminals do accept CTRL/C.

Until you issue another MCR command (or a task issues another special
I/0 function) to delete the slave status, the terminal can only be
used to communicate with tasks soliciting input from (the terminal.
Slaved terminals are often dedicated to real-time applications.

See the RSX-11M/M-PLUS I/O Drivers Manual for more information on
terminals and terminal drivers.

2.5 TASKS
The basic executable unit of an RSX-11M/M-PLUS system is the task. A

task is either privileged or nonprivileged. A privileged task has
special device and memory access rights that a nonprivileged task does
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2.5.2 Multiprogramming

Tasks compete for system resources (including memory) on the basis of
priority and resource availability. The priority of a task is
determined by a number assigned when the task is created by the Task
Builder, when it is installed, or when it is run. A priority number
is between 1 and 250(decimal), where 250 is the highest priority. The
highest priority task that has access to and can use all the resources
it needs has control of the CPU.

A task often becomes blocked when it requests system - services. For
example, it can block itself as it waits for an I/0 transfer to
complete. While the task is blocked in this way, the Executive looks
for another task to use the CPU. The chosen task will be the one that
has the highest priority and whose needed resources are available.

2.5.3 Creating a Task
You perform four steps to create a task and prepare it for execution:

1. Enter a program in a supported source language through an
editor.

2. Submit the source code to the appropriate translator
(assembler/compiler) to produce an object file.

3. Submit the object file to the Task Builder to produce a task
image file. '

4. Use the INSTALL command to install the task image file in the
system or use the install-run-remove option of the RUN
command (see Section 2.5.5.1).

The output files that result from Steps 1, 2, and 3 are each stored on
a Files-11 volume.

2.5.4 Task-Naming Convention
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2.5.5 Installing é Task

When you install a task with the INSTALL command or a form of the RUN
command, the system records a number of task parameters in a
system-resident list called the System Task Directory (STD). These
parameters include the name of the task and the address on the volume
that contains the task image. An installed task is defined as a task
that has an entry in the STD; it need not be resident in memory nor
competing for system resources. The system considers a task dormant
(not active) until a request is made for it to run.

The concept of dormant and active tasks is important in a real-time
system. A dormant task does not use any memory outside of the
Executive (it requires only an STD entry and need not be resident),
yet when the task 1is needed to service a real-time event, the
Executive quickly and efficiently introduces it into active
competition for system resources. An installed task's STD entry
enables this quick response because the STD contains all the
parameters the system needs to retrieve the requested task.

You can run an installed dormant task by issuing the RUN command, or
another task can request the task to run by issuing an Executive
directive, such as RQST$ (Request), RUN$ (Run), or SPWN$ (Spawn).

When the Executive receives a request to run a task, it performs a
series of actions:

1. Places the task in active competition for system resources
(including memory) with other resident tasks.

2. Allocates the necessary resources as they become free.

3. Brings the task into memory when there is space available in
its partition. (The Executive will checkpoint a task with a
lower priority, if there is one, to make room for the
requested task.)

If another task fully occupies the partition in which the new task is
to be installed and no resident task can be checkpointed, the system
places the task in a queue of other requested tasks, each waiting for
space to Dbecome available in its partition. Note that the number of
installed dormant tasks can, and usually will, far exceed the number
of active tasks. -
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CHAPTER 3

MCR COMMANDS

This chapter provides a detailed description of each MCR command. The
commands are presented in alphabetical order, rather than by function
or privilege status. Note that the commands are alphabetized
according to the abbreviated forms of their names.

The descriptions of the commands and command messages in this chapter
adhere to the following notational conventions:

® Lowercase text indicates a variable whose actual value is
determined when the command is entered or the message is
issued. For example, the value of the variable taskname
depends on the name of the task associated with the command or
message.

® Square brackets ([]) indicate optional entries in a command
line or file specification. Note that when an option is
entered, the brackets are not included.

Square brackets are also a part of the User File Directory
(UFD) and User Identification Code (UIC) syntax ([group,
member]). When you use a UFD or UIC (in a file specification,
for example), brackets are required syntax elements; that is,
they do not indicate optional entries.

® Unless specified otherwise, all numeric values required in a
command can be entered as decimal or octal. Usually, decimal
values are indicated by a trailing period (.), and octal
values are indicated either by the absence of a period or by a
pound sign character (#) preceding the number. For example,
the following three values are equal:

255. 377 #377

The command descriptions in this chapter have a standard format
consisting of the following parts:

® The command name
® The command line format
® Command-related error messages
The remainder of this introduction describes the parts of a command

description. A part that does not apply to a particular command is
omitted from that command description.
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COMMAND NAME

Each command description begins by showing the command name. The
minimum acceptable abbreviation of the command name is shown in large
bold letters at the top of the page. The full command name appears in
capital letters underneath the abbreviation. Immediately following
the command name, the status of the command is indicated in
parentheses, using the following symbols:

e (NP) indicates a nonprivileged command.
e (P) indicates a privileged command.

e (NP,P) indicates a nonprivileged command with privileged
options.

e (P,NP) indicates a privileged command with nonprivileged
options.

Finally, each command name description concludes by describing the
command's function.

Format

This part of the command description shows the command format,

describes any command line parameters, and for most commands, includes
examples of command line syntax.

Command-Related Error Messages

This part of the command description 1lists and explains the error
messages that are specific to the command. The command may also
produce the common error messages listed in Appendix A. These common
error messages are not listed with the individual commands.
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ABO

3.1 ABORT (NP,P)

The ABORT command terminates execution of a specified task. On
operating systems that have multiuser protection, nonprivileged users
can abort a nonprivileged task if the task was requested from the same
terminal that the ABORT command is issued from. On operating systems
that do not have multiuser protection, nonprivileged users can abort
any nonprivileged task. Nonprivileged users can also abort privileged
tasks requested from the issuing terminal if the tasks have requested
an exit AST service routine with the SREX$S form of the SPECIFY
REQUESTED EXIT AST Executive directive. Privileged users can abort
any task.

When a task that has specified an exit AST service routine is aborted,
it enters the routine instead of being aborted immediately.
Privileged tasks enter the specified AST routine each time a valid
abort request 1is issued. However, future exit ASTs are not queued
until the first exit AST has been effected. Nonprivileged tasks enter
the specified AST routine only once. After that, any valid attempt to
abort the task succeeds.

See the RSX-11M/M-PLUS and Micro/RSX Executive Reference Manual for
more information on the SPECIFY REQUESTED EXIT AST directive. Note
that the issuing terminal receives no indication that the task being
aborted was actually aborted or that it received the abort AST
instead.

Aborting a task forces an orderly termination of the specified task.
To effect the termination, the system:

e Performs I/0 rundown. Cancels I/0 for all non-file-structured
devices. Allows I/0 for file-structured devices to complete
and then deaccesses the files. Detaches all attached devices.
(I1/0 rundown may take a considerable amount of time for tasks
connected to a network node.)

® Requests the Task Termination Notification program (TKTN) to
display a message on the aborted task's issuing terminal
giving the reason for the termination. (If the /PMD keyword
is specified and the task 1is not checkpointed, the task's
registers are also displayed.)

® Releases the task's partition if the task is not fixed.

@ If the system supports the ALTER PRIORITY directive (a system

generation option), alters the task's running priority to
247 (decimal) (unless the exit AST service routine has been
specified). A task must be memory-resident to be aborted;

this change in running priority usually causes a quick return
for a checkpointed task.

If the command includes the optional keyword /PMD, it forces the
system to produce a Postmortem Dump of the aborted task. The dump is
generated even if the task was not built with the Task Builder /PM
switch or installed with the INSTALL /PMD=YES keyword.

Format:

ABO[RT] tasknamel /PMD][/TERM=ttnnn:]

il
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ABO (Cont.)

taskname

The name of the task to be aborted. If you omit the taskname,
the command attempts to abort task ttnn. (The variable nn is the
octal unit number of the issuing terminal.)

Likewise, if you specify only the first three characters of the
taskname, ABORT defaults the taskname to tskTnn.

A keyword that requests a Postmortem Dump of the aborted task.

Examples:

>ABO MAC
Task "MACT3 " terminated
Aborted via directive or CLI

MCR (the command line interpreter for these examples)
aborted a task called MACT3, even though the command, issued
from TT3:, specified only the 3-letter task name.

The command >ABO MACT3 issued from any privileged terminal
has the same effect.

L

>ABO
Task "TT7 " terminated
Aborted via directive or CLI

MCR aborted the task, TT7, from TT7:; the task name does not
have to be specified to abort task TTn.

Command Error Messages:

On receiving an ABORT command, MCR requests the Executive to
abort the task. The Executive subsequently activates the Task
Termination Notification program (TKTN). TKTN then produces the
termination display shown in the preceding examples. Messages
following an ABORT command can therefore come either from the
ABORT command itself or from TKTN.

Messages from ABORT command:
ABO -~ Task marked for abort

A previous request has already been made to abort the
specified task, Dbut the abort has not yet occurred. The
task marked for abort is probably not currently resident in
memory or it has outstanding I/O0 (for example, an MM:
tape-positioning operation must complete).
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ABO (Cont.)

ABO -- Task not active

The specified task is not currently active.

Messages from Task Termination Notification program (TKTN):

TKTN displays information about task aborts, whether caused by
the ABORT command or by some other means. The display has the
format:

Task <taskname> terminated
<abort cause>

Following the displayed cause for the abort 1is a 1list of the
task's registers at the time of the abort (if the task was not
checkpointed). The possible causes of an abort are described in
the following messages:

Aborted via directive or CLI

Either an Executive directive or a CLI command issued by
another task caused the task to be aborted.

Aborted via CLI
Postmortem Dump will be generated

A CLI command aborted the task and requested a Postmortem
Dump.

11/40 F.P. exception
The task encountered a floating point exception while
executing on a PDP-11/40 and no SST routine was specified to
process the trap.

AST abort. Bad stack

An asynchronous system érap (AST) could not Dbe effected
because the AST parameters could not be pushed onto the
task's stack. ‘

Checkpoint failure. Read error

The task could not be read back into memory after being
checkpointed.

’*%%&W’%?%%%?%ﬁm%ﬂ D
me limit exceeded . . o
jﬂg . . - »5 . - yf d%ggga . A

IOT execution

The task executed an Input/Output Trap (IOT) instruction,
but no synchronous service trap (SST) routine was specified
to process the trap. ’

R LA

il
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Load failure. Read error
The task could not be loaded because of a hardware error.
'Memory protect violation

The task encountered a memory-protect violation and no SST
routine was specified to process the trap.

Non-RSX EMT execution

The task executed an EMT instruction with an argument other
than 377(octal) or, in the case of a privileged task
switching to system state, 376(octal), and no SST routine
was specified to process the trap.

0dd address or other trap four
The task executed a word instruction with an odd address or
referenced a nonexistent memory location in an unmapped
system, and no SST routine was specified to process the
trap.

Parity error
A parity error occurred while the task was executing. The
task was fixed in memory so that the memory could not be
reused by another task. .

Required bus runs are offline or not present
(RSX-11M-PLUS multiprocessor operating systems only.) The
task, or a common that the task is mapped to, was installed
with an affinity for a CPU or a bus run that 'is off line.

Reserved inst execution

The task executed an illegal instruction and no SST routine
was specified to process the trap.

SST abort. Bad stack

An SST could not be effected Dbecause the SST parameters
could not be pushed onto the task's stack, or a stack
overflow was detected in an unmapped system, as indicated by
a non-zero value in the header guard word.

Task exit with outstanding I/0

The task exited with one or more outstanding I/O requests.
Tasks should terminate all I/0O operations before exiting.
The system does, however, process all outstanding 1I/0
requests. ‘

il
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Task installed in more than one system

The task image file has been installed in more than one
system. When a task is installed, pointers to various
system data structures are stored in the task header in the
task image file. If a task is installed in more than one
system, the header contains pointers for the last system in
which the task was installed. When the task is loaded for
execution, the loader verifies that the header contains
valid pointers for the current system. When a task has been
installed in more than one system, the loader check fails
and the task is aborted.

T-bit trap or BPT execution

The task either set the T-bit in the Processor Status Word
(PSW) or executed a Breakpoint Trap instruction, and no SST
routine was specified to process the trap.

a5 s " - - .

Trap execution

The task executed a TRAP instruction and no SST routine was
specified to process the trap.

T TEITE TT
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ACS

3.3 ALLOCATE CHECKPOINT SPACE (P)

The ALLOCATE CHECKPOINT SPACE (ACS) command allocates or discontinues
a checkpoint file on disk for systems that support the dynamic
allocation of checkpoint space. The disk containing the checkpoint
file must be in Files-11 format. Only one checkpoint file per disk is
allowed, but numerous disks can each contain a checkpoint file.
Generally, sufficient checkpoint space is twice the total amount of
memory that all of the running tasks will use.

When the system needs checkpoint space, it searches the checkpoint
files in the order in which they were created. If space is not
available in the first file created (the primary file), it searches
for space in the second file created (the secondary file), and so on.

An ACS command that discontinues a checkpoint file may not take effect

immediately. If the specified file contains one or more checkpointed
tasks, the tasks must be returned to memory before the system can
discontinue the file. However, once the request to discontinue the

file has been made, the system does not use the file for any more
checkpointed tasks.

Format:
ACS ddnn:/BLKS=n
ddnn:

A device unit that contains a mounted Files-11 disk. If the unit
number (nn) is not specified, the default is zero.

/keyword:
/BLKS=n

Specifies the number (n) of blocks on the disk to be
allocated for the checkpoint file. (A block is 512 decimal
bytes.) For example, the following command allocates
250(decimal) blocks for a checkpoint file on the DB: disk:

>ACS DB:/BLKS=250.

When n is zero, the system discontinues the use of the
checkpoint file; the file is neither deleted nor truncated.
However, the use of the file is discontinued only after all
of the tasks that are checkpointed to it can be brought into
memory and checkpointed elsewhere.

For example, the following command

>ACS DB:/BLKS=0
discontinues the checkpoint file on disk DBO:. This does
not mean that the space allocated to the checkpoint file is

freed. The system checkpoint file [0,0]JCORIMG.SYS retains
the space initially allocated by the ACS command so that the

FTTTHETT
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ACS (Cont.)

space will be available the next time it is needed. If you
want to free the space allocated to the system checkpoint
file after its use has been discontinued, use the following
commands :

>ACS ddnn:/BLKS=0
ACS -- Checkpoint file now inactive
>PIP [0,0]CORIMG.SYS/TR

You must set the block size of the checkpoint file to zero,
to discontinue the file before you can truncate it. Do not
issue the PIP command line until the "Checkpoint  file now
inactive" message has been displayed. PIP cannot determine
if the checkpoint file is still in wuse, so issuing the
command line might cause a volume corruption or a system
crash.

Examples:

>ACS DS:/BLKS=250.
>ACS DB:/BLKS=1024.

This command sequence allocates a primary checkpoint file on
DS: and a secondary checkpoint file on DB:. The primary
file is 250(decimal) blocks long and the secondary file 1is
1024(decimal) blocks long. When the system searches for

checkpoint space, it will first look in the file on DS: and

then in the file on DB:.
>ACS DS:/BLKS=0
Discontinues use of the checkpoint file on DS:.
Command Error Messages:
ACS -- Checkpoint file already in use on device
A previous ACS command established a checkpoint file on the
volume mounted on the specified device. A volume can

contain only one checkpoint file.

ACS -- Checkpoint file now inactive

This message appears after you issue an ACS command to
discontinue a checkpoint file and the file does not contain
any checkpointed tasks. The message indicates that use of
the file was discontinued immediately after the command was
issued. If the file is still in wuse, TKTN will issue a
message when the file is finally discontinued.

T
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-- File I/0 error nnn.

The ACS command detected an error when it tried to allocate
or open the checkpoint file. The code nnn. is an FCS error
code that defines the cause of the error. See the
RSX-11M/M-PLUS and Micro/RSX I/O Operations Reference
Manual. (If the code is -24, the message may indicate that
the disk, wusually a fixed-head disk, does not have enough
contiguous space to allocate the file. The normal
implication of the code -24 is "device full".)

-— File not in use

A checkpoint file was not in use on the device specified in
the ACS command.

—— Not Files-11 device

The command specified a device that did not contain a
Files-11 disk. The specified device unit must contain a
mounted Files-11 disk.

<ddnn:> -- Checkpoint file now inactive

This message, issued by TKTN, indicates that a request to
discontinue use of a checkpoint file on device ddnn: has
finally been satisfied. The need to return checkpointed
tasks from the discontinued file back into memory caused the
delay between the request and this message. !

<taskname> Checkpoint space allocation failure

The task could not be checkpointed because there was not
enough room in the system checkpoint file and checkpoint
space was not allocated in the task image file. Either make
the system checkpoint file bigger or create a second one.

Note that tasks built with the /AL switch are checkpointed
to their task image file if the system checkpoint file is
full.

T 1m
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ACT

3.4 ACTIVE (NP)

The ACTIVE command displays the names of all active tasks that have

the terminal from which the

command is entered as their TI:. On

RSX-11M-PLUS operating systems, the display includes the octal unit
number of the terminal that initiated each task.

Format:

ACT[IVE] [/keyword]
/keywords:

/ALL

Displays the names of
the system.

/TERM=ttnn:

Displays the names of
terminal specified by

Examples:
RSX-11M operating systems

>ACT

MCR. ..

.. .MCR

>ACT /ALL
RMDEMO
MCR...

.« .MCR
F11ACP
...PIP

>ACT /TERM=TT7: GED
...PIP

>

RSX-11M-PLUS operating systems

>ACT

MCR... (TT17:)
ACTT17 (TT17:)
>

>ACT /ALL
LDR... (COO0:)
RMDEMO (TT62:)
MCR... (TT17:)
F11ACP (COO:)
DSOOF1 (COO0:)
DSOlF1 (C00:)
LSTACP (COO0:)
DBO3F1 (COO0:)

all active tasks that are currently in

all of the active tasks for the
ttnn:.

T T

il




AT.V6 (VTé:)
OMG... (C00:)
HRC... (C00:)
PIPTA1 (TT101:)

>

>ACT /TERM=TT107:

LBRTA7 (TT107:)
>

MCR COMMANDS

ACT (Cont.)
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ALL

3.5 ALLOCATE (NP,P)

The ALLOCATE command establishes a specified device as your private
device. This command applies to all RSX-11M-PLUS operating systems
but only to RSX-11M operating systems that support multiuser
protection. Device allocation prevents other nonprivileged users from
accessing a device (see Section 2.3.5). Only the device's owner or a
privileged user can access or deallocate a private device. Mounted

devices, public devices, or other users' private devices cannot be
allocated.

The system automatically deallocates your private devices when you log
out by_issuing the BYE command.

You may also allocate a device to a specific terminal rather than to
TI:. This allows you to allocate a device to a virtual terminal.

Format:

ALL[OCATE] dd[nn:] [=11lnn:] [/keyword]

dd

The device mnemonic of the device that you want to allocate.
nn:

The optional unit number of the device. If the number and the
colon are omitted, the system allocates the first available
logical unit of the dd-type device and displays the allocated
device in the following format:

ALL -- <ddnn:> now allocated

llnn:

The optional name of a logical device, which the system creates
and assigns to the physical device being allocated. (This is a
local assignment as created by the ASSIGN command.) Specifying a

logical device name is helpful when using the /TYPE keyword in an
indirect command file.

/keywords:
/TERM=ttnn:

Specifies the terminal number (ttnn:) to which the device is
to be allocated.

/TYPE=dev

Specifies the type of device that you want when you specify
a generic allocation. '  Instead of allocating a specific
device, the command allocates the first available device of
the specified type. The variable dev is the physical name
of the device (for example, RP06, RKO7).

When you use the /TYPE keyword, you specify the device type
only. You do not include a unit number or a colon in the
specification.

TT L T
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Ekamples:

>ALL DK2: (ET

Allocates disk DK2:.

m
A
)
-
Lol
®
o
©
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f
A
N4

>ALL DK1:/TERM=VT1: GED

Allocates disk DK1:

VT1l:.

virtual terminal,

specified

the

to

>ALL DK

@ED

=XX0:

now allocated

.
.

ALL -- DK3

this

(in
, and 2 were . allocated

1

0,

units

since
previously or are public devices) and assigns it the logical

name XXO

.
.’

Allocates the first available logical unit of DK
disk DK3

case,

RET

=RP06

>ALL DB/TYPE

Allocates any available RP06 disk.
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Command Error Messages:

ALL

ALL

ALL

ALL

ALL

—— Device allocated to other user

The specified device has already been allocated by another
user.

-—- Device attached

The specified device cannot be allocated because it is
attached to a running task.

-- Device <dd:> not in system

The specified device driver does not exist in the system, or
the data base for the device driver is not in the system or
in the driver's task image.

-- Invalid keyword

The specified keyword cannot be used with the ALLOCATE
command.

—— Pseudo device error

The specified device is a pseudo device. Pseudo devices
cannot be allocated.

——- Public device

The command attempted to allocate a public device. Public
devices cannot be allocated.

-- User logged on terminal
The command attempted to allocate a terminal that has been

logged-in by another user. Logged-in terminals cannot be
allocated.
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